
 
 

Mr. Adam J. Nucci 
Director, Policy, Resources and Analysis and Chief Financial Officer (CFO) 
 

Mr. Adam Nucci became the Director for Policy, Resources and 
Analysis and the Chief Financial Officer at the Headquarters, 
Department of the Army, Chief Information Officer (CIO) on August 
13, 2023. As the Director and CFO, Mr. Nucci is responsible for the 
requisite vision, direction and technical advice relating to all aspects 
of planning, programming, and budgeting for the Army’s Command, 
Control, Communications and Computers and Information 
Technology (C4/IT) programs. Mr. Nucci oversees the Army’s IT 
appropriations, totaling more than $19 billion and drives IT 
management and financial management data management reform 
initiatives, including an annual execution of $500 million for 
enterprise licenses.  He leads Army IT policy, business case 
analyses, implementation, category management, audit readiness 
and policy development to provide enterprise services, portfolio 
management for IT investments in National Security Systems, IT, 
Cyberspace Activities, Internal Use Software and Business Systems. 
 

Mr. Nucci previously served as the Deputy Director of Strategic Operations Directorate, HQDA G-
3/5/7. He was responsible for developing strategies, policies, and plans to provide integration, 
synchronization, and prioritization of war-fighting mission area data-driven capability transformation for 
multi-domain operations. He also oversaw the training and readiness mission for Army business 
systems modernization, warfighting transformation of the warfighting mission area and Army efforts to 
operationalize data, integrate intelligence with operations and deliver integrated mission command 
capabilities. He led capability portfolios and reform efforts to quantify resources associated with MDO 
missions and the overall Army network with influence over the more than $11B annually.  Through 
these responsibilities he led a 150 personnel organization and influences integrated Army Programs, 
Strategies and resources to operationalize Information Advantage including cyberspace operations, 
electronic warfare, information operations and paving the way for Army implementation of Joint All 
Domain Command and Control (JADC2) under the Army Campaign Plan, the Army Vision and Army 
implementation of the National and Defense Strategy. 
 
CAREER CHRONOLOGY: 

• Deputy Director Strategic Operations SES (August 2021 – August 2023) U.S. Army, Office of the 
Assistant Chief of Staff of the Army, G-3/5/7, DAMO-SO 

• Defense Intelligence Senior Advisor for Cyber DISL (August 2018 – August 2021) U.S. Army, Office of 
the Assistant Chief of Staff of the Army, G-3/5/7, DAMO-CY 

• Associate Director for Cyberspace Capability Integration, Department of Defense, Office of the Assistant 
Secretary of Defense, Acquisition, 2014 – 2018 

• Associate Director for Cyber Investment Management & Liaison to U.S. Cyber Command, Department of 
Defense, Office of the Assistant Secretary of Defense, Acquisition, 2011 – 2014 

• Associate Director for Intelligence, Surveillance, and Reconnaissance and Cyber Requirements and 
Resources, Office of the Secretary of Defense, Joint Operations Support, 2010 – 2011 

• Deputy Director Technical Intelligence, OSD DDR&E 2007-2010 
  
 

 
 



 
 
COLLEGE: 

• Leadership in a Democratic Society, Federal Executive Institute, 2010 
• MS, Electrical Engineering, University of Massachusetts Dartmouth, 2000 
• BS, Electrical Engineering, University of New Hampshire, 1990 

 
SIGNIFICANT TRAINING:  

• Carnegie Melon University, Strategic Data Management for Leadership, 2022  
• UVA Darden University School of Business, Executive Leadership & Diversity, 2019 
• Harvard Kennedy School, Public Policy Studies in Cybersecurity & Artificial Intelligence, 2019 
• Capability Analysis Program Evaluation (CAPE) Senior Analyst Course, IDA, 2010 

 
CERTIFICATIONS: 

• Carnegie Melon University, Certificate of Executive Data Management, 2021  
• Harvard Kennedy School, Cybersecurity and Implications for Public Policy, 2018 
• Leadership in a Democratic Society, Federal Executive Institute, 2010 

 
AWARDS AND HONORS: 

• 2022 Federal 100 - Recognized for exceptional contributions to Federal IT (2022) 
• Office of the Secretary of Defense Outstanding Civilian Career Service Award - Unit Commendation, 

maintaining critical missions during the Government shutdown (2014) 
• Commendation, USD(AT&L) for critical contributions and expertise in DIB Cyber security on USD(AT&L) 

Chartered Data Vulnerability Tiger Team (September 2013). 
• Commendation, Assistant Secretary of Defense, R&E for exceptional leadership, Presidential Award, 

raised $41M, 2011 Combined Federal Campaign. 
• Commendation, Director, Defense Research & Engineering for exceptional leadership, Senior Level 

DoD/Intelligence Summit on National Security Challenges (2010). 
• National Intelligence Committee Distinguished Service Award, Leader and primary author of the 

Energetic Materials S&T Net Assessment (2004). 
 
PROFESSIONAL MEMBERSHIPS AND ASSOCIATIONS: 

• Armed Forces Communications and Electronics Association 
• Association of the U.S. Army 
• Military Cyber Professional Association 

 
MAJOR PUBLICATIONS: 

• Deloitte Tech Trends 2022 – AI and Cybersecurity 
• “Fault Tolerant CMAC Neural Networks”, Neural Intelligent Processes Symposium, 1990 

 


